# Data Breach Report

You must report a detected security incident or event to the Data Protection Officer at oou@newton.university or his/her representative, or submit the form in person at the following contact points: NEWTON University, Rašínova 2, Brno or NEWTON University, 5. května 1640/65, Prague.

**Notifier:**

Name and surname: …………………………..…………

Contact details: …………………………..…………

**Incident:**

Date and time of incident: …………………………..…………

Date and time the incident was discovered: …………………………..…………

*(or at least the approximate time range when the incident occurred)*If known, please provide the cause of the security breach (malicious attack, malware, ransomware, etc., accident, negligence, other):

…………………………………………………………………………………………..…………

Description of the incident: …………………………………………………………………………………………..……………………………………………………………………………………………………..…………

Type and scope of personal data involved in the incident:

…………………………………………………………………………………………..……………………………………………………………………………………………………..…………

Action taken:

…………………………………………………………………………………………..…………  
…………………………………………………………………………………………..…………

Signature of the notifier: Signature of the employee:

…………………………... ……………………………….

*The personal data of the reporter will be kept for 10 years from the date of reporting in order to protect the legitimate interests of NEWTON University. The data subject may exercise his/her rights at any time with the Data Protection Officer or lodge a complaint with the Data Protection Authority. You may also exercise your right to object to this processing.*